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B crarbe paccMaTpuBalTCA BONPOCHl o0ecnmeyeHMs] 0e30MACHOCTH [0BepPUTEJbHbIX OTHOLIEHUH B
uHppacTpykrype Windows, KOTOpble MO3BOJISAIOT IOJIB30BATEJSIM OJHOr0 J0MeHAa AyTeHTH(PUUMPOBATHCH B
apyrom paomMene. Ilenp wucciiefoBaHUs 3aKJII0YAETCd B H3YYCHHHM MEXAaHH3MOB, KOTOpbIe 00eCIEeYMBAIOT
O0e3onmacHOCTb M 3(PPeKTUBHOCTH PadOThHI 10BEPHUTEIbLHBIX OTHOLIEHUH B HHPpacTpykType Windows, a Takxke B
NMOHUMAHMM TPOLECCOB MX HACTPOIKM M TecTHpoBaHus. MccienoBaHue BBINOJHEHO B YCJOBHAX TeCTOBOWM
cepBepHoii HHGpacTpykTyphl. Iloy4yeHHBIe pe3yJbTAThI IOKA32JIM, YTO 0€30MACHOCTh 0€3 CPeACTB 3alMT NOYTH
HyJeBas,, B TO BpeMs Kak cpeacTBa OezomacHocTH, Takue kak SID Filtering uam Selective Authentication,
NPeAOCTABJISIIOT 3aIMTHBII (YHKIHOHAJ, KOTOPbI NpeloTBpaniaeT 00/1b1I0I MPOLEHT aTak. Pe3yabTaThl MOryT
ObITh MCHOJIB30BAaHbI [JIsl CO3AAaHMSI MHCTPYMEHTa HeNpPepPbIBHOIO ayJMTa U TeCTHPOBAHHUS J0BEPHTEIbHBIX
OTHOLLICHUH.

KiroueBbie cioBa: JloBeputenbHbie oTHomieHus, Windows, Besomacuocts, Jlomen, Jleca, Active Directory (AD),
PowerShell (PS), Microsoft, Yrpo3sr.
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This article examines the security of trust relationships in a Windows infrastructure that allow users from one
domain to authenticate to another domain. The objective of the study is to examine the mechanisms that ensure
the security and effectiveness of trust relationships in a Windows infrastructure, as well as to understand the
processes for configuring and testing them. The study was conducted on a test server infrastructure. The results
showed that security without protection is virtually nonexistent, while security features such as SID Filtering or
Selective Authentication provide protective functionality that prevents a large percentage of attacks. The results
can be used to create a tool for continuous auditing and testing of trust relationships.

Keywords: Trust relationships, Windows, Security, Domain, Forests, Active Directory (AD), PowerShell (PS), Microsoft,
Threats.

Brenenne
AKTyaJIbHOCTB: JOMeHHble ciyk0bl Active Directory (AD DS) upe3BblyaiiHO BaKHBI B
HBIHEIIHEe BpeMs1, Be/Ib OHU 00ECIIEYNBAIOT 0€30I1aCHOCTh MEK/TY HECKOIBKUMH JIOMEHAMH HJIH JIECAMH
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C IIOMOIIIBIO OTHOLIEHHH 10BEpUS MEXIY JOMEHaMH U Jiecamu. [lepes TeM Kak mpoBepKa MOJIMHHOCTH

MOXKET HpOHBOﬁTH gepe3 JOBECPUTEIIbHBIC OTHOILICHNS, Windows AO0JDKHA CHa4daJia IIpOBEPUTH, UMECT JIN

3anpallvBacMblil JOMEH JIOBEPUTEIILHOE OTHOLIEHUE C JOMEHOM YUYETHOMW 3alllCH, JIENAIOIIEN 3aIrpoc.
[TosTOMY KOppeKTHass HACTpOWKa M KOHTPOJIb JOBEPUTEIbHBIX OTHOLLEHUN CTAHOBSTCS KPUTHUECKU
BaXXHBIMHU.[1]

JloBepre J1eCOB TOMOTaeT YIPaBIsTh CETMEHTHPOBaHHOH wuHppacTpykTypod AD DS nu
HOAJIEP)KUBATh JOCTYIl K pecypcaM U JpyrMM OObEKTaM B HECKOJbKHX JiecaX. JloBepuUTelbHbIE
OTHOILICHUS IOJIE3HBI AJIsl TAKUX LeJIeH, KaK MpeloCTaBIeHUE YCIyT JUll KOMIIAHUH, yYacTBYIOIIUX B
CIMSHUSX U MPHOOPETEHUSIX CeTU Ul COBMECTHOIO BEIEHMs OM3HEeca MM MIIYIIMX peIleHus Ui
aIMMHUCTPAaTUBHOI aBTOHOMUH.

Hecmotpst Ha cBOIO KPUTHYECKYIO BXKHOCTD B pa0OTE KOMITAHUM, 3T OTHOILLIEHUS MIPECTABIISIIOT
COOOM CIIOKHBIA W YacTO HEIOCTATOYHO 3alIMIICHHBIA AJIEMEHT WH(PACTPYKTYpPBI, YTO JIENaeT MX
JIETKOM 1IETIbIO JUIsl KHOepaTak.

[Tpobnema 6e30MacHOCTH JOBEPUTEIIBHBIX OTHOIIICHHMI aKTHBHO Havana OOCYKIAThCsl C Havasa
2000 x, korna AD crana cTaHmapTOM KOPIOPaTUBHBIX CETEH.

Ha naHHBII MOMEHT J1OBEpUTENbHbIE OTHOLIEHWH IMPUHATO Pa3JessaTh Ha: OJHOCTOPOHHUE W
JIByCTOPOHHHE JOBEPHUSI.

OnHOCTOpPOHHEE JOBEPHE — 3TO OFAHOHAINPABJIECHHBIN MyTh ayTEHTU(PUKALMN, CO3AAHHbBIM MEXTY
JBYMs TOMEHaMH. B ciydae 0IHOCTOPOHHETO IOBEpUS MEX Ty JOMEHOM A 1 JoMeHoM B nosb3oBarenu
B JIOMEHE A MOTYT NOJyYHUThb JIOCTYIl K pecypcaM B AoMeHe B, ogHako nosb3oBarenu B JoMeHe B He
MOT'YT MOJYYUTh JIOCTYI K pecypcaM B JOMeHE A.

B nBycroponnem nosepun oMeH A noBepsieT nomeHy B u nomen B nosepser nomeny A. Ota
KOH(UIypalysi 03Ha4aeT, YTO 3alPOChl MPOBEPKU IMOUIMHHOCTU MOTYT IEpPEeNaBaTbCs MEXKIY JBYMs
JIOMEHaMH B 00OMX HalpaBJIECHHSX.

HexkoTopsle AByCTOPOHHHE OTHOLIEHUSI MOTYT ObITh HE TPAaH3UTHBHBIMH MJIM TPAH3UTUBHBIMHU B
3aBUCHMOCTH OT THIIA CO3/aBaEMOro JI0BepHs. TpaH3UTHBHOE HOBEPUE MOXKHO HCIOJIB30BaTh JUIs
paclIMpeHusl OTHOILUEHWH JOBEpHs C JPYyrMMH JAoMeHamu. He TpaH3UTMBHOE JOBEpHE MOYKHO
UCIIOJIb30BATh JUIS 3alpeTa OTHOIIEHHUH J0BEPHs C IPYyTUMH JOMEHAMHU.

B Hame Bpems TIJIaBHOM MOIYJSIPHOCTBIO CPEAM aTaK Ha JOBEPUTENIbHBIE OTHOLLIECHHUS
HCIOJNB3YIOTCS: cmaboctu mpotokona Kerberos u permkaiuio gaHHbIX, «3onoton Oominer» (Golden
Ticket), sxcrmyaTanust OTHOILLIEHUS «IOMEH-Jec», aTtaka «SID Filtering»[2]

HecMmoTps Ha 0O1IMPHYIO TOKYMEHTALMIO U HA IOCTOSIHHBIE YinyulieHust AD octaroTes cnabo mim
BOBCE HE M3YYEHHBIMH: METOJUKH CHCTEMAaTHYECKOTO (PYHKIMOHAJIBHOIO TECTUPOBAHUS TOBEPHs B
CJIOKHBIX TOMOJIOTHSX; KPUTEpHUHU O€30MacHOCTH A THOpHaHbIX cueHapueB (AD + Azure AD);
aBTOMATU3UPOBAHHBIE UHCTPYMEHTHI ayJIUTa JOBEPUS C YUETOM aKTyaJIbHBIX yIpO3.

O0bekT wuccaenoBanus: wuHPpacTpykrypa Microsoft Active Directory, B dYacTHOCTH
MHOT'OJOMCHHBIC JIECa, JOBCPUTCIIbHBIC OTHOILLICHUA.

l'[pe;[MeT HUCCICTOBAHMSA: IIPOIECCHI HaCTpOﬁKH, MOHHWTOPHUHTAa U TECTUPOBAHUA JOBEPUTCIIbHBIX
OTHOIIICHUM MCXKIY JOMCHaAMU AD c Touku 3PCHUS KaK CPYHKI_[I/IOHaJ'IBHOCTI/I, TaK 1 0€30IMaCHOCTH.
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Heap wucciaenoBaHusi: Ha OCHOBE aHajdW3a JOBEpUTEIbHBIX oOTHomeHud Windows AD,

MIPOBECTU AKCIEPUMEHTAIbHOE TECTHpPOBaHHE HUX (YHKIMOHAIa U Oompeneauth 3G HEeKTUBHOCTH
Pa3IMYHbIX CLIEHAPUEB HACTPOMKHU OTHOLIEHH, BBISIBUTH UX IPEUMYLIECTBA U HEJOCTATKHU, a TAKXKE
pa3paboTaTh pEKOMEHAALNH 110 ONTHMAIbHON KOH(UTYPALUU CUCTEMBI B KOPIIOPATUBHOM Ccpejie.

JlutepatypHblii 0030p

IIpoGiema Ge301aCHOCTH JTOBEPUTENBHBIX OTHOLIEHUH B Active Directory HaxOIUTCsl Ha CThIKE
Oo(ULMABHBIX PEKOMEHJAlUil BEHIOpa, IPAKTUYECKUX HapabOTOK HACTyMAKIIUMX KOMaHI U
CTpPaTerMYeCKUX KOHLEMUMM 3alMThl. AHAIN3 CYLIECTBYIOIIMX pabOT IOKa3bIBAa€T, YTO BHUMAaHHE
ylensiercsi Kak ITyOOKMM TEXHHYECKMM aclleKTaM IIPOTOKOJIOB (Kak B JIOKyMeHTammu Microsoft
TechNet) vmi ”HCTpYMEHTaM JJIs SKCILTyaTalluK ySI3BUMOCTEH (Kak B padorax coobmectBa Red Team),
TaK U U3yUYEHHUIO aTaK KaK cO CTOPOHBI 3JI0YMBIIIUIEHHUKOB, TaK U CO CTOPOHBI )KEPTB.

Microsoft Documentation - oduiMaibHas JOKYMEHTAIMSI TPEAOCTABISICT HCUEPITBIBAIOIIYIO
MH(OPMAITHIO O THITAX JTOBEPUTEIBHBIX OTHOIIEHUH, cuHTakcrce PowerShell-komana amst ux co3manus
1 0a30BbIX HAcTpoMKax Oe30macHOCTH. TaM MOXKHO y3HaTh, Kak pabOTalOT OTHOILLECHUS JTOBEpUs JUIs
necoB B Active Directory, OnHako OHa HOCHUT ONMCATENIbHBIA XapakTep W HE NpeylaracT rOTOBBIX
METOJIMK JJIs1 KOMIUIEKCHOTO 1oJIX01a K 0e3omacHocTH. [3]

HccnenoBanust pa3paOOTYMKOB CO BCEr0 MUpa, B 4aCTHOCTU U3 Poccum, KOTOpble UMUTHPYIOT
NEUCTBUSA 3JI0YMBILIUIEHHUKOB JUI OLIEHKM 3allMIIEHHOCTH opraHu3anuu. Hanpumep, Takue
UHCTpyMeHThI, kKak BloodHound, mpou3Benmu peBomormio, mokas3aB, Kak arakyrommue BuIIT AD, B
YaCTHOCTH OHU JICTAIbHO PacCMATPUBAIOT aTaky, K mpumepy, araka Pass-the-Ticket (T1550). Pass-the-
Ticket — 310 araka, B KOTOpOH 3JIOYMBIIUICHHUK HCIOJB3yeT paHee momydeHHbd Omner Kerberos,
kotopslii Ha3biBaercs Ticket Granting Ticket (TGT). TGT Ouiner siBnsiercss BaXXHEHIIIUM KOMIOHEHTOM
nporokona Kerberos, MOCKONbKY OH TO3BOJIET IOJB30BATENI0 MHPOXOAUTH AayTEHTH(UKAIMIO B
HEKOTOPBIX CUCTeMax 0e3 HeOOXOIMMOCTH KaXKIbIi pa3 BBOIUTH MapOJib.

Ticket Granting Ticket (TGT) — »To Tun Ounera, BBAABAEMOTO KOHTPOJIEPOM JOMEHA
MOJIb30BATENI0 TOCHE YCHEUIHOW ayTeHTUpUKaiuu B jgoMeHe. OH BKIIOYaeT B ce0s BaXHYIO
MH(pOPMALHIO, TAKyI0 KaK CEaHCOBBII KJIFOU I10JIb30BATENIS, YWIEHCTBO B rpymne u npusuieruu. Kerberos
umppyer TGT c¢ wucnonb3oBaHMEM X3IIa MApOJsl MOJb30BAaTENsl W IMPHUMEHSET aJITOPUTMBI
cuMMeTpuuHoro mudposanus (Hanpumep, DES nmmu AES) B 3aBUCHMOCTH OT KOHQUIypaluu cpeisl
Kerberos. Tlocne mmdpoBanuss TGT ormpapnsieTcss Ha KOMIBIOTEP TOIB30BATENSI U COXPAHSAETCS B
namsaTy. [4] IlonsitHO U mozxpoGHO 06 arake Ha Kerberos mucanu pebdsta u3 poccuiickoit kommnanuu R-
Vision. mest ykpanenssiii kmou TGT, 3noymblnuieHHuK MoxeT 3anpocuTs Ticket-Granting Service
(TGS) y koHTpoOsIIEepa JOMeHa Ul KOHKPETHOW CITy>KObI B 1IeJIeBOEH cucTeMe, YTOObI ITOYyYHUTh AOCTYII
K HEM.

Ataku Pass-the-Ticket MOTyT OCYIIECTBIIITHCS C UCTIONB30BAHUEM PA3IUYHBIX OOIIETOCTYITHBIX
MHCTpyMEHTOB, Takux kak Mimikatz, Kekeo, Rubeus, Creddump7. 3noyMbIIUIeHHUKH 4YacTo
WCTOJNB3YIOT 3TH MHCTpyMeHThl st m3BineueHns TGT Kerberos w3 mamsitu ckommpoMeTHpoBaHHOMN
CHCTEMBI, a 3aTeM ucnoib3ytoT TGT TukeT i moryyeHus 10CTyma K JPyruM CUCTEMaM B CETH.

Taxxe BIIOTHYIO paccMmarpuBaercsi araka araka Golden Ticket. Ilpu ycmemHoit arake
HECAHKIIMOHHPOBAHHBIN JIOCTYI K pecypcaM U KOH(HICHIIMATbHON MH()OPMAIIMH JOCTUTAETCS 3a CUET
UCTIONIb30BaHusl cepBUcHOM yuerHast 3amuch KRBTGT — kmoueBas ydernas 3amuch B Kerberos mis
muppoBaHUs U TOJNUCH BceX OMIIETOB B JIoMeHe. [lepBOHAYaIbHO 3710YMBIIUIEHHUK B3JIAMBIBACT
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KaKy0-TO CCTEMY B JOMEHE, 3aT€M IOBBIIIAET CBOM IIPUBUIIETUH JI0 YPOBHS aJIMUHUCTPATOPA JOMEHA,

yt0o0b!1 m3BiIeYb N'THash, npunamgnexxammii KRBTGT akkaynry u Havitu Security Identifier (SID). C ux

MIOMOIIBIO 3JIOYMBIIUICHHUK CO3JaeT «3070TOi Oumier» — mnomnenbHblii Ouner Kerberos. 1ot
noAenbHBIA OmteT Bener ceOs kak serutumabiid. Ticket Granting Ticket (TGT) ¢ unauBHIyanbHBIME
NPUBHJIETUSAMH TIOJIB30BATENS, YaCTO UMHUTHPYIOIIMMH aIMUHUCTpaTopa JOMeHa. JTa aTaka sBIseTcs
OYEHb MOIIHOM, TTOCKOJIKY OHa MOXKET MPEAOCTaBUTh 3JI0YMBIIUICHHIKAM TOCTOSIHHBIN U IIMPOKHUNA
JOCTYTI K CETU B 00XOJ1 peryJIsipHBIX MPOBEPOK ayTeHTUuKaImu. [5] Y croitunBocTh ataku 00ycioBiieHa
€¢ OCHOBHOM MaHumyJsiier ¢ cucremoit Kerberos, kotopas ocraercs 3¢ddexktuBHON nake mnpu
n3MeHeHnH napostst krbtgt. UToObI OTHOCTRIO CBECTH HA HET Mpoaospkaronryrocs ataky Golden Ticket,
napoiib krbtgt He0OXOMMO U3MEHHUTD JIBAYKIBI.

Ha ocHOBe T™pOBENEHHOr0 aHamM3a MOXHO C(HOPMYJIHPOBATh CIEAYIOIIUE TUIOTE3bI
WCCIIC/IOBAHMIS:

I'mnote3za 1: craHgapTHBIE METOIBI OLEHKHA OE€30MAaCHOCTH JOBEPHUTENBHBIX OTHOIICHUN He
MO3BOJISIFOT TPOAYKTHBHO OLICHWUTHh PEaNTbHBI PHUCK, TaK KaK HE YUYUTHIBAIOT OSKCILTYaTal[MOHHYIO
KOHTeKCT. PaszpaGoranHass Meromuka (DyHKIMOHAIBHOTO TECTUPOBAHUS JOJDKHO — BBISIBIISTH
3HAUUTENIbHOE PACXOXKACHUE MEXIy TEOPETUYECKH BO3MOXKHBIMU M TPAKTUYECKU PEATU3yEeMbIMU
aTakaMu 4yepe3 JOBEPUTENbHBIC OTHOIICHUSI.

l'umnoresa 2: nCMoNb30BaHKE CIICIUATM3UPOBAHHBIX CKPUIITOB M HHCTPYMEHTOB JISl PETyJISPHOTO
(YHKIIMOHATBHOTO TECTHPOBAHUS JJOBEPUTEIBHBIX OTHOIICHHUH ITO3BOJISIET BBISBIIATH OOJIBIIIE aHOMAIHI
Y TIOTEHIIUATIBHBIX BEKTOPOB aTaKH M0 CPABHEHHIO C PA30BBIM ayJUTOM Ha OCHOBE JIOKYMEHTAIHH. DTO
MIO3BOJIUT MHTEIPUPOBATH OE30MaCHOCTh B MPOIECC YIPABICHUS MHOPACTPYKTYPOH M CYIIECTBEHHO
COKpAaTUTh «BpEeMs >KU3HM» OIACHBIX KOH(QUTypaluid ¢ MOMEHTa WX IIOSBJICHHS JI0 MOMEHTa
oOHapy keHus.[6]

l'unoresa 3: BHeIpeHUE MPOTOKOJIOB Ay TeHTHU(PUKAIIUH, OTPAHUUUBAIOIINX JIEIETUPOBAHUE (TAKUX
kak RBCD), 1 ux nmocnenyroiiee TeCTUPOBaHHE CTATUCTUYECKH 3HAYMMO CHUKAET PUCK YCIICIIHBIX aTaK
Ha MIepeMeIeHIEe MEXTy JOMEHAMH U CITyKOaMH.

MeToa uccieaoBaHus
1. Tum uccjaeaoBaHus
Tun uccnenoBaHus: JaHHOE HCCIISIOBAHUE SIBIISIETCS AKCIIEpUMEHTATBHBIM. OHO HaIlpaBiieHO HA

YCTaHOBJICHUE CBSI3€ MEXKIY NPUMEHEHUEM PA3JIMYHBIX MEXAHW3MOB 3allUThl JOBEPUTEIBHBIX
oTHoIeHui B Active Directory u IByMs IpyliaMu 3aBUCUMBIX IEPEMEHHBIX:

e  VYpoBHeM 06€30MacHOCTH (YCTOMYMBOCTHIO K KOMIIPOMETAIINH U IBUKEHUIO BOOK)

e  CJIO)KHOCTBIO AKCIUTyaTallMy YSA3BUMOCTEN I aTaKyIOUIETO.

HccnenoBanue mpoBOIUTCS B KOHTPOJIMPYEMBIX YCIOBHUSX JJAOOPATOPHOTO CTEH 1A, YTO TIO3BOJISIET
M30JIMPOBATh BIUSHUE TOOOYHBIX (DAKTOPOB, XapaKTEPHBIX JIJIsI TPOU3BOACTBEHHBIX CPE]I.

2. XapakTepucTHKa BbIOOPKH

Jlnst mpoBeZieHHs MCCIIe0BaHUM B KauecTBe cpe/ibl BhIOpaHa JoMeHHas ciyx0a Active Directory
noxa ynpasienneM Windows Server 2025, yro oOyCIIOBIEHO €€ JIOMHHHUPYIOUIMM IOJIO)KEHHEM B
KOPIOPAaTUBHBIX MH(pacTpyKkTypax. JloBepUTeabHbIE OTHOLICHUS, SBISSICH KIIFOYEBBIM MEXaHM3MOM
B3aMMOJICHCTBUSL MEXIy JOMEHAaMU M JiecaMH, ObUIM HCCIIEOBaHbl B HauOojee pacripoCTpaHEHHBIX
KOH(UTYpaLUsIX, YTO ONpeIeisieT MPaKTHUECKYIO 3HAYMMOCTb paboThI.
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Jist  npoBefeHMs  SKCHEPUMEHTAIbHBIX HCCIENOBaHMI ObUT  pa3BEpHYT BUPTYaIbHbIN
7a00paTOpHBIM  CTEHN, MNPEACTABIIOUIMHA CcOOOM MOzl CerMeHTa KOpIOpaTUBHOM cetu c

pacrpeieIeHHOW JOMEHHOW CTPYKTYpoil. BBIOOpPKY WCCIenOBaHWSI COCTaBHJIM TPU HE3aBUCHMEIC
JIOMEHHBIC CPEJIBL.

o Jlec A: BriIrOYaeT poauTenbCkuii qoMeH (forest-a.com) u godepHuii momeH (child.forest-

a.com), CBSI3aHHbBIE IBYCTOPOHHUM TPAH3UTHBHBIM JOBEPHCM.

e Jlec b: m3onmupoBanHbIii Jiec ¢ tomeHoM (forest-b.com).

e Jlomen C: nzompoBanHbii 1oMeH (domain-c.local).

XapaKkTepuCTUKA BUPTYadbHBIX MammH: 2 BupTyalnbHbIx CPU (x86 64), 4 I'b onepaTtuBHOMN
namsati, 100 I'b amuckoBoro mpoctpancrBa. Ha Bcex KOHTposuiepax goMeHa Oblla yCTaHOBIJICHA
oneparonHas cucrema Windows Server 2025. O6opyaoBaHue pa3MeIIeHO B H30JIUPOBAHHOM CETMEHTE
CETH, YTO 00ECIIEUHNBAIO KOHTPOJIb CETEBOT0O Tpadrika 1 UCKITIOYATIO BIMSHUE BHEIIHUX (DaKTOPOB.

JIns SMyJSuM  pasiMYHBIX  CIIEHAPHEB JIOCTYNAa MEXKIy JIOMEHAMH IIOCIIEIOBATEIILHO
HACTPAaUBATUCH CJICAYIOIINE TUITBI IOBEPUTEITLHBIX OTHOIICHUIA:

Cuenapuii 1: OqHOCTOpOHHEE BXOAIIEe JoBepre oT domain-c.local k forest-a.com.

Cuenapwii 2: /IBycTopoHHEE TPaH3UTHBHOE TOBEpHE MeXx Ty Jiecamu forest-a.com u forest-b.com.

Cuenapuii 3: OnHocTOopoHHee HeTpaH3uTHBHOE noBepue (Selective Authentication) mexmy
child.forest-a.com u forest-b.com. [7]

3.  Metoapl cOOpa JTaHHBIX
COop HSKCHEpHMEHTABHBIX JIAHHBIX OCYIIECTBISIETCS. C MPUMEHEHHEM KOMIUIEKCHOTO
WHCTPYMEHTApHs, BKJIIOYAIONIETO METOJbl MACCHBHOTO ayJHWTa, AaKTHBHOTO TECTHPOBAHUS Ha
MIPOHUKHOBEHUE 1 MOHUTOPHUHTA CUCTEMHBIX COOBITHIA.
JInst OnleHKH 0e30MacHOCTH ¥ JKCIUTYaTaI[MOHHOTO TMOTEHIMANa OTCIICKUBAIOTCS CIIEIYIOIINE
METPHUKH:
e  DuUKCHPYIOTCS BCE BO3MOXKHBIE MAapPIIPYThI OT CTAaHJAPTHOT'O MOJI30BATENS B OJHOM JIOMEHE
K TIPHBUJIETUPOBAHHBIM T'PYTIIIAaM B PYTOM JIOMEHE.
e  Qukcupyercs PakT yCHEenHOro MOIyYeHHs JTOCTyIIa K IIeIEBOMY IOMEHY/pecypcy.
e  ®duxkcupyrorcs coObiTus B )xypHanax 6ezomacHoctd (Event ID) u cpabarsiBanuss EDR/AV
NP [IPOBEICHUN aTaK.
e  3amepsieTcs BpeMs OT Havyajia aTaku J0 JOCTH)KEHHs] KOHEYHOU LIeNu.
WHcTpyMeHTapHii TECTUPOBAHMS BKIIIOYALT:
e Ucnonn3oBanue nHcTpyMeHToB BloodHound u PingCastle mis moctpoenus rpada atak u
BBISIBJICHUS TIOTEHIIMATIBHO YS3BUMBIX KOHPUTYpaluii JOBEPUTEIBHBIX OTHOIIEHUH.
e Peammzanus aTakyrolnmx METOAUK C HCHONb30BaHHEM ¢peiiMBopka Impacket, Mimikatz u
PowerView nist mpoBepKu mpas JI0CTyTIA.
e  MOHHTOPUHT COCTOSIHHS JOBEPHUTEIHHBIX OTHOIICHWI M MPaB JIOCTYMa C MCIOIb30BaHUEM
BcTpoeHHBIX yTHiMT: nltest, Get-ADTrust (PowerShell), a Taxke mpocMoTp >KypHaJIOB
6e3omacHocT Windows /1715 aHamm3a COOBITHI ayTeHTU(QUKALIUH.

4. OnucaHue Npoueaypbl NPOBeACHUSs UCCIEI0BAHNS

163



CunanteeB B.I1., Kagpikos U.A., [1aBnoBckuii B.B. Bonpocsl 6e30macHOCTH HACTPONKH U
(hYHKIIMOHATLHOTO TECTUPOBAHKE IOBEPUTEIBHBIX OTHOIEHUH B nHPpacTpykType WINDOWS.
//MexmyHapoaHBIN KypHaTI HH(POPMAIIMOHHBIX TEXHOJIOTHIA U S3HEprodpdpexTuBHOCTH. — 2025, —

T. 10 Ne 12(62) c. 159-169
Ipouenypa ucciuenoBaHus NpeacTaBiIsieT coO0M ceputo MOCIeI0BAaTENbHbIX SKCIIEPUMEHTOB /IS

KaXI0Io TCCTUPYEMOI'0 CUCHApPHs JOBECPUTCIbHBIX OTHOIIICHHIA.

Ortan 1: 6a3oBast HaCTpoliKa CTeH 1a
e Pa3BepThiBaHME BUPTyaJIbHBIX MAlIMH C KOHTposuliepamu aomeHa ais Jleca A, Jleca b u
Homena C.

e Hacrpoiika 6a30B0ii ceTeBol CBSI3HOCTH U paspeiieHue umeH (DNS).

e CozgaHue TECTOBBIX MOJIb30BATENEH U TPYIIT B K&KIOM JIOMEHE.

e [IpoBepka 0a30BOM M3OMSAIMU JOMEHOB.

Orarn 2: mocnenoBarelibHOe MPUMEHEHUE U TECTUPOBAHUE MEXaHU3MOB 3aIIIUTHI
e Koudurypamusi A: 1oBepUTEITHHOE OTHOIICHUE 0€3 OMOTHUTELHBIX MEXAaHU3MOB 3aIllUTHI
(6a3zoBBIC HACTPOMKN).
o Kondurypammst B: noBeputenbHOE OTHOIIEHHE C BKIIOYEHHBIM WU HACTpoeHHbIM SID
Filtering.
e Koudurypauus C: noBepuTenbHOE OTHOIICHHWE C AaKTUBUpPOBaHHOW omiuen Selective
Authentication.
Jnst kKaskaoi KOHQUTYpaIuK BBITOTHSIOTCS CISAYIOIIHE IIaru:
1) Bamep ucxomnoro coctosiHus: 3amyck BloodHound u cOop manHBIX 1 ¢uKcanuy Bcex
MOTSHIMATLHBIX ITYTeH aTaku B «9YUCTO» KOHPHUTYPAITUH.

[IpoBeneHne araku: IOCTCIOBATENIbHAS pEATU3aIMsl CICHAPUEB KHOEpaTaku ISl MPOBEPKU
BO3MO)KHOCTH JIBIDKEHHSI BOOK M ACKATAIIUH TIPUBUIICTHH.

COop naHHBIX: (QuKcarus (akTa YCHEIIHOCTH WM HEYCHENTHOCTH TPOBEICHHOW aTaKH,
JOKyMEHTHPOBAHHE ITOJTyYCHHOTO YPOBHSI JIOCTYIIa H COOpP COOTBETCTBYIOIINX COOBITHH W3 KypHAJIOB
0€301MMacHOCTH.

AHanmM3 TOCHENCTBUI: JeTalbHOE HCCIEOBaHHWE W3MEHEHHW B Tpymiax JocTyra, Ouierax
Kerberos n Tabnuiax mapripyTH3alydy ayTeHTH(QHUKAIUU IS OLEHKH TIIYyOHMHBI KOMIIPOMETAlUU U
3¢ PEeKTUBHOCTH PAOOTHI MEXaHU3MOB 3aIIIUTHI.

5. Metoabl 00padboTKH JaHHBIX

it 0OpaboTKK M aHaIM3a MOTYYEHHBIX SKCIIEPUMEHTAIBHBIX JTaHHBIX MPUMEHSIETCS KOMILIEKC
METOJIOB, 00ECIEUMBAIOIINX BCECTOPOHHEE HCCIIEAOBaHUE JPPEKTUBHOCTH MEXAHU3MOB 3aIlUThI
JIOBEPUTEIBHBIX OTHOILICHUI:

Cpasnumenvhulil ananuz: MO3BOJISIET CONOCTAaBUTh MOKA3aTENM YCIEUTHOCTH aTaK U CIO0KHOCTH
AKCIUTyaTallii MEXIy pa3IMYHbIMU KOoH(puUryparmsiMu 3amuThl (A, B, C), BeISBISIS 3aKOHOMEPHOCTH
BJIMSIHUSI MEXaHI3MOB 0€30MaCHOCTH Ha YCTOMUMBOCTh MH(PPACTPYKTYPHI.

Kauecmeennwviti ananuz: BKITIOYAET JETAIbHOE HCCICIOBAHHUE KYPHAJIOB COOBITUH W BBIBOJIOB
WHCTPYMEHTOB ayJuTa JUIA BBISIBICHUS MPUYMH YCIeXa/HEyJaud aTakd, a TaKkKe JUId TOHWMaHHS
BHYTPEHHHX IMPOIIECCOB ayTEHTU(DHUKAINY ¥ aBTOPU3AITH Yepe3 JIOBEPUTEIILHBIC OTHOIIICHHMSI.

Buszyanuzayus dannwix: peannsyeTcst 4epe3 IpeCTaBICHHE pPe3yJIbTaTOB B BUIC CPABHUTEIIHHBIX
TabauIl ¥ JuarpamM, KOTOpbIE HATSAHO OTOOPa)XaroT 3aBUCHMOCTh KIIFOYEBBIX IapaMeTpOB
(YCTIeIIHOCTh  aTaku, BpEMsi Ha KOMIIPOMETAIMI0, ypOBEHb CpaldaThIBAaHUN MOHHTOPUHTA) OT
MPUMEHSIEMOTO  MEXaHHM3Ma  3alllUThl, YTO  CIIOCOOCTBYET  OJHO3HAYHOM  HMHTEpIpETaIiu
AKCTIIEPUMEHTATBHBIX JAHHBIX U (POPMYIUPOBAHUIO BHIBOJIOB.
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Pe3yabTaThl Hec/1e10BaAHUSA

DKCIIEpUMEHT TPOBOAWJICS B YCIOBUSX TECTOBOW cepBepHON HHMpacTpykKTyphl. Bce
BUPTYyaJIbHbIE MAIIMHBI OBLIM Pa3BEPHYTHI HAa OJHOM THUIEPBU30PE U HUCHOJIB30BATU OJUHAKOBYIO
KoH(Hryparuio: 2 BUpTyanbHbIX a1pa, 4 I'b O3Y u 100 I'b quckoBoro npocTpaHcTBa Ha OJHOM THIIE
BUPTYAJIbHOTO XpAHWIUIIA. DTO IO3BOJWJIO MCKIIOYHTH BIIMSHUE alMapaTHBIX (HaKTOpOB U
rapaHTUPOBATH COMOCTABUMOCTh PE3YyJIbTATOB.

Jns obenx koHpUrypanmii BBITIOJNHUIOCH 1Mo 10 mociemoBarenbHBIX aTak. KoHTposb
MIPOU3BOJIUTEIILHOCTH M COCTOSIHUS CHUCTEMBI OCYIIECTBIISICSA ¢ ucnoib3oBaHueM BloodHound,
Resource Monitor, Event Viewer u Habopa PowerShell-ckpuntoB 1 hukcanuy BpeMEeHHBIX METOK,
cOopa JIOTOB M aHaJTN3a IETTOCTHOCTH TAaHHBIX.

WccnenoBanue npoBOAMWIOCH B COOTBETCTBUU C MIPOLICIYPON, OMCAaHHOU B MyHKTE 1.4.

Pesyabtat nuis Kondurypauuu A (0a3oBoe 1oBepue 0e3 J0NOJTHUTEIbHBIX MEXaHU3MOB

3aIMTHI)

XapaKkTepUCTUKU: IByCTOPOHHEE TPAH3UTUBHOE 10Bepue Mexty forest-a.com u forest-b.com
¢ Hactpoiikamu 1o ymonuanuto. SID Filtering oTkirodeH, ayreHTH(UKaLKs pa3pelieHa uis Bcex
I10JIB30BATEJIEH TOBEPEHHOTO I0MEHA.

PesynpTaThl TECTUPOBaHMUS:

e  VcnemHocts arak - 100% (10 u3 10 nmonsiTok). Bee cuenapuu, BkiIrodas ajst JOUEPHETO
JIOMEHa M IIEpEeMEIICHUE B IEJIIEBOM JIEC 4YEpe3 YSI3BUMBIE CEPBUCHBIE aAKKAYHTBI,
3aBEPUIMJIACH YCIIEIIHO.

e (CpenHee BpeMs OT Hayajla aTaku A0 MoxydeHus npaB Admin B 11eJI€BOM JieCe COCTAaBUIIO
8,2 MmuHyThl. HU3K0€ BpeMs 00yCI0BICHO NMPSAMBIMU ITyTSIMH aTaKH.

e XKypnansl 6ezonacHoctu (Event ID 4769, 4672) ¢uxcupoBaiu aHOMaJIbHbIE JI€HCTBHUS.
EDR-cuctembl cpabotanu Toibko B 2 ciydyasx u3 10, 4yTO AEMOHCTPHpPYET HHU3KYIO
JETEKIUI0 KOMIUIEKCHBIX aTaK Ha JI0BEPHE.

e Hawubonee »3ppexkTUBHBIM BEKTOPOM OKa3ajach skcmuryararus SID History. Arakyromuit
u3 nomena forest-a.com, no6asus SID rpynnsl «Domain Adminsy» 1ieneBoro jieca B CBOM
TOKEH, TIOJYYMJI TOJIHBIA aIMUHUCTPAaTUBHBIN 1ocTyn B forest-b.com 6e3 HeoOxoauMocTH
B3JI0Ma IapoJIe.

BeiBon: HacTpoliku noBepHsi IO yMOJYaHHUIO CO3/1al0T KPUTUYECKH ONACHYIO U YSI3BHUMYIO
cpeny. [osepue siBnsercss (GAaKTUYECKU MOJHBIM, MO3BOJISISL OCYIIECTBIATh OBICTPYIO SCKAJAIHIO
NpUBWIETHI 1 OOKOBOE MepeMelnieHrne Mexay jJecamu. JlaHHasi KOHQUrypanus Hempuemsema JUist
pabouunx cpesl KOMITaHHH.

Pezynomam ons Kongueypayuu B (0osepue c exnouennvim SID Filtering)

XapakTepucTuku: Ha Oa3oBoe noBepue mnpuMeHeH MexanusMm SID Filtering. Jlannas
HacTporika ¢uibTpyeT «uyxue» SID (Bkmowas SID History) U3 TOKEHOB ayTeHTH(HKAIWH,
MOCTYNAOUINX U3 JOBEPEHHOTO JIeCa.

PesynbTaTsl TECTUpOBaHMUS:

e VYcnemHocts atak - 30% (3 u3 10 nomneitok). IIpoBanunuce Bce aTtaku, OCHOBaHHbBIE HA
skcrutyataiun SID  History u  mpsiMoil  Ackananu  4epe3 BCTPOCHHbBIE TPYIIIBL
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VYcnemHsIMi OCTaIMCh TOJIBKO aTakd, OCHOBAaHHbIE HAa KOMIIPOMETALMM KOHKPETHBIX

YUYCTHBIX JaHHBIX HOHB3OB3TCJI€I>'I, HMCIOIIUX ITpaBa B LECJICBOM JOMCHCE.

e (Cpennee BpeMs JJisl YCHEUIHBIX aTak BO3POCIO N0 22,5 MUHYT. YBEJIUYEHHUE CBS3AHO C
Heo0X0IMMOCThIO 3Tana cOopa u B3noma xaueit Kerberos, 4To yciaokHUIO nporecc.

e AKTHBHOCTb, CBSI3aHHas C TONBITKAMU HCIOJb30BaHUA OTGUIbTpoBaHHBIX SID,
reHepupoBajga coObiTus otkaza B gocryne (Event ID 4771). EDR-cucrembl
3aduKcUpoBan 7 cpabaThIBaHWW Ha Mojo3puTelbHbIe AciicTBus PowerShell u cereBnie
aHOMAaJIMH, YTO yJIyYIIWIO BUAUMOCTh aTakH.

e OCHOBHBIM BEKTOPOM OCTajach YSI3BUMOCTh CEpBHCHBIX akkayHTOB. SID Filtering
a¢dexTuBHO OnOKMpyeT Hauboyiee OIacHble IyTH aTakd, HO HE 3allUIaeT OT
KOMITPOMETAIIUH YUYETHBIX 3aMucel, KOTOPHIM IIPE0CTaBICHBI ITPaBa.

BreiBon: mexanusm SID Filtering siBasiercss BbicOKOA(G(EKTHUBHBIM OaphbepoM MPOTUB
CJIOKHBIX aTaK, HAITPABJICHHBIX HA ACKAIAIMIO MTPUBWICTHI Yepe3 CBOMCTBA jgoBepus. OH CHIKACT
MOBEPXHOCTh aTaKW, MEPEBOJIS YIPO3y B INIOCKOCTh 3aIIUTHl KOHKPETHBIX YYCTHBIX JAaHHBIX. DTO
HEOOXOIUMBIA MUHUMYM U HACTPOUKH JTFOO0TO MEXKIIECHOTO JIOBEPHSI.

Pesyabtar ns Konpurypauun C (losepue ¢ Selective Authentication)

XapakTepUCTUKH: OJHOCTOPOHHEE HEeTpaH3UTHBHOE noBepue mexnay child.forest-a.com u
forest-b.com ¢ Bkimrouennou onueit Selective Authentication. Zloctym k pecypcam paspemieH TOJIbKO
TEM TMOJIb30BaTENAM, KOTOPBIM SIBHO HazHaueHO mpaBo «Allowed to Authenticate» Ha KOHKPETHBIX
KOMIIBIOTEpax B IIEJICBOM JIOMEHE.

Pe3ynbraThl TECTUPOBAHHMS:

e VYcnemHocts atak - 10% (1 u3 10 momeiTok). EnuHCTBEHHas ycmemiHas aTaka crajia
BO3MOXKHOU HM3-3a omMOKM KoH¢urypamuu: npaBo «Allowed to Authenticate» Obu10
OlIMOOYHO HA3HAYEHO HE Ha KOHKPETHBIM cepBep, a Ha Bech y3en nomeHa (Domain
Controllers OU), uTo nmpeaocTaBuiIo U30BITOYHBINA JOCTYII.

e Jlna eAMHCTBEHHOM YCIEIIHOM aTaku Bpems coctaBwio 35,8 muHyT. Bosibimias yacte
BpPEMEHH yIIIa Ha PEKOTHOCIIMPOBKY U BBISIBJICHUE OIIMOKHY B pa3rpaHHuEHIH MIPaB.

e HaOmomanace  HamOonblasgs  aKTUBHOCTh  CHUCTEM  3alIUTBHl. Bce  MOMNBITKH
HECAaHKIIMOHMPOBAHHOW  ayTEHTH(HKAIMU YEeTKO (UKCUPOBAINCH B  OKypHalax
6e3onactoctu (Event ID 4771, 4625). EDR-cucremsl cpabotanu 12 pa3, OGnokupys
TIOTIBITKY BHITIOJTHEHUS] CKPUTIITOB 1 HEABTOPU30BAHHBIN JOCTYI K CETEBBIM PECypcaMm.

e ['maBHas ommOka - YeroBeuecKUd (akTop W OMMOKKM aJMUHUCTPUPOBAHUS B
COBOKYMHOCTU. [IpMHIMIT HaMMEHBIIMX NPHUBWIETHH, Nexaummii B ocHoBe Selective
Authentication, cam o cebe HaJie)KeH, HO €ro HEeKOPPEKTHAas peaan3alus CBOIUT 3aLUTY
Ha HET.

BriBoa: Selective Authentication sBisiercst HanOosiee 0e€30macHON MOCIBIO JTOBEPHS,
mpeBpamasi ero M3 «IOBEpPHS MEXIy JIOMEHAaMH» B «TOYEYHBIH JOCTYN ISl KOHKPETHBIX
MOJIb30BaTesIe K KOHKPETHBIM pecypcam». OHa MaKCUMAaJIbHO YCIOXKHSET XKU3Hb aTaKyIoLIeMy, HO
TpeOyeT CIOKHBIX MPOLECCOB YIPABIEHHS JOCTYIIOM U TIIATEIBHOTO ayIUTa.

OO1mii BEIBOJ 1O pe3ysibTaTaM UCCIET0BaAHUS
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CYH_IeCTByeT mnmpsaMass 3aBUCUMOCTb MEXKAY IKECTKOCTHHO MEXAHHU3MOB 3alllUThl U

YCTOMUMBOCTBIO I0BEPUTEIBHBIX OTHOLIEHUH K aTakaM. [1yTb oT KoH(purypauuu A K KOHQUrypauuu
C 1okas3bIBaeT, YTO HACTPOMKH MO YMOJYAHUIO HEMPUMEHHMBI B pEAIbHBIX YCIOBHAX, a
nononuuTenbHble MexanusMel (SID Filtering, Selective Authentication) KpUTHYECKH Ba)KHBI.

Hu omun wmexanm3m He sBusercs 100% wanexnem. SID Filtering He cmacaer ot
KOMIIPOMETAIINH YYETHBIX TaHHBIX, a Selective Authentication ysi3BuMa K ommOkaM KOHQHUTYpaIHH.
O¢¢dextuBHas 0€30MACHOCTh JOCTUrAETCS TOJBKO HMX KOMOMHALMEH M MHOIOYpOBHEBBIM
KOHTPOJIEM.

ABTOMAaTU3UPOBAaHHOE TECTUPOBAaHHME He3aMeHMMO. PeryisipHas npoBepka C IOMOLIbIO
uHcTpyMeHTOB Bpozae BloodHound u cnenuanu3supoBaHHBIX CKPUITOB IIO3BOJMJIA HE TOJIBKO
MOJTBEPJNTD YS3BHUMOCTH, HO W BBIABUTH OIIMOKH B Pa3BEPTHIBAHWUHU 3alIMUTHBIX Mep (Kak B
Konguryparmu C), 4T0 HEBO3MOXKHO IPH Pa30BOM JIOKYMEHTAIIMOHHOM ayIUTE.

CH0XHOCTB SKCIUTyaTalluH JIIsl aTaKYIOIIETro pacTeT HeJMHEeWHO. BBeieHrne KakJoro HOBOTO
MexaHu3ma 3aumTsl (0T A k B, or B x C) He mpocTo CHMXKaeT MPOLEHT YCHEIIHbIX aTak, HO
KayeCTBEHHO MEHSET TAaKTHUKY aTaKyoILEero, 3acTaBiisis €ro coBeplliaTh OOJIbIIEe MPOJYMAHHBIX U
SIBHBIX JI€HCTBHI, YTO 3HAYMTEIHHO MOBBIIIAET [IAHCHI HA OOHApYXKEHUE.

Takum o00pa3oMm, THUIOTE3bl HCCIENOBaHMS MOATBEPAWIMCH: CTAHAAPTHBIE HACTPONKHU
HeOe30IaCHbl, PEryJsspHOE TECTHUPOBAHUE BBIABISIET OOJBIIE PUCKOB, a BHEAPEHHE CTPOIHX
mexanu3MmoB 3amuThl (SID Filtering, Selective Authentication) B paMkax KOMITJIEKCHONH METOJIUKH
CTaTUCTHYECKH 3HAYMMO CHIDKAeT YCIEHIHOCTh aTak ¥ IOBBIIIAET KOHTPOJIUPYEMOCTb
UHPPACTPYKTYPHI TOBEPUTEIBHBIX OTHOIICHHH.

3ak/royeHue

[IpoBenénHOE HcciieoBaHUE OBUIO HAMpPaBIEHO Ha Pa3pabOTKy KOMILJIEKCHON METOIMKH
HAacCTPOWKM W TECTUPOBAHMS JOBEPHUTEIBbHBIX OTHOLIEHHH B MHPpacTpykType Windows Active
Directory. OKCHepuMEHTHl NPOBOJAWINCH Ha JaO0OpATOPHOM CTEHJE C MHCIOJIb30BaHHEM
COBPEMEHHBIX MHCTPYMEHTOB ay/IuTa B TPEX Pa3lUYHbIX KOH(UTYypauusx AoBepus. Bece rumoresst
noaTBepxAeHBI. Llens nocturayTa.

CranmapTHbIE METOJABI OIEHKH O€30TMacHOCTH [EHCTBUTENBHO HE OTPAKAIOT peabHBIN
AKCILTyaTallMOHHBIA KOHTEKCT. PazpaboTaHHasi METOMKA BBISIBIJIA 3HAYUTEILHBIA Pa3pbiB MEKIY
TEOPETUYECKH BO3ZMOKHBIMHU M TMPAKTHUECKU PEaIM3yeMBIMH aTakaMH, 0COOCHHO B KOH(UTYpaIHIX
c SID Filtering u Selective Authentication. PerynspHoe aBTOMaTH3MpOBaHHOE TECTUPOBAHHE C
ucnosib3oBanueM ckpuntoB PowerShell mo3Bonmino BEIIBUTE B HECKOJBKO pa3 0oJIbIlle aHOMAINUN U
BEKTOPOB aTaKW MO CPABHEHHUIO C PA30BBIM ayJMTOM, YTO JOKa3bIBaeT ero 3(pQeKTuBHOCTH UIs
COKpaIlleHH!s] BpEMEHH JKU3HU ONAacHbIX KOoH(purypanuii. BueapeHue orpaHMUMBaIOINX MEXaHU3MOB
(ma mpumepe Selective Authentication) CTaTUCTHYECKH 3HAYUMO CHHU3WIO PUCK YCICITHBIX aTak.
WHTerpanus CTaTH4ecKoro aHajin3a, TMHAMIYECKOTO TECTUPOBAHUS M OIICHKH KOHTPMED B SIHHYIO
METOJIMKY J0Ka3alia CBOIO 3(PPEeKTUBHOCTH, 00eCreYnB HE TOJBLKO OOHApYKEHHE YSI3BUMOCTEH, HO U
MPOAKTHBHYIO OIIEHKY PHUCKOB IIPH U3MEHEHNU KOH(UTYpanuy.

[IpakTuyeckas 3HAYMMOCTb pabOTHl 3aKIIOYaeTCs B IPEJOCTABICHUU HWH)KEHEpaMm
0€30IaCHOCTH U CUCTEMHBIM aIMHUHHUCTPATOPaM CTPYKTYPHUPOBAHHOT'0, BOCIIPOU3BOAMMOTO MOAX0/1a
K HACTPOMKE U MOCTOSSHHOMY KOHTPOJIIO OJTHOTO M3 HauboJiee ysI3BUMBIX 3JIEMEHTOB KOPIIOPATUBHON
MHPPACTPYKTYPBl — JOBEPUTEIbHBIX OTHOLIEHUH Active Directory.
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Cnucok Jureparypbl

1.

I'OCT P UCO/MDBK 15408-3-2013 MudopmanmonHasi TeXHONOTUs. MeToasl U CpeAcTBa
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